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**Instrucciones de cumplimentación:**

*En cada uno de los siguientes apartados deberán consignarse los datos referidos al proyecto propuesto.*

*Únicamente se tendrá en cuenta a efectos de valoración del proyecto la información aportada por el solicitante en la presente Memoria técnica del proyecto. Por tanto, no se tendrán en cuenta ningún enlace que se incluya en la Memoria para ampliar la información (enlaces a páginas web, videos, o cualquier repositorio web).*

*La memoria presentada no podrá exceder el número de páginas indicadas para cada apartado. Las páginas numeradas se configurarán en formato A4 (210 mm x 297 mm). Se deberá respetar el formato de la plantilla propuesta y la extensión máxima de las secciones indicada.* *Una vez cumplimentado el documento, deberá presentarse en formato de documento PDF.*

*El formato de texto deberá cumplir las siguientes especificaciones: tamaño mínimo de 11 puntos e interlineado sencillo, si bien pueden utilizarse tamaños inferiores (8 puntos mínimo) para gráficos e ilustraciones en color siempre que resulten legibles.*

*El encabezado y pie de página de este documento deberán cambiarse por los logos e información de las entidades solicitantes, no pudiendo figurar ni logos ni referencias del Ministerio y/o alguno de sus departamentos.*

Mediante esta Memoria se deberá acreditar el cumplimiento del Reglamento (UE) 2016/679, General de Protección de Datos (RGPD) para productos y servicios que incluyan componentes de Inteligencia Artificial.

# **DATOS BÁSICOS DEL PROYECTO**

|  |  |
| --- | --- |
| **Razón social de la entidad:** | *Universidad de Sevilla* |
| **NIF de la entidad:** | *Q4118001I* |
| **Título de proyecto:** | |
| *[Título de proyecto]* | |

# **CATEGORÍAS ESPECIALES DE DATOS**

*[En este apartado deberá acreditarse la forma en que se atenderán las categorías especiales de datos, que se establecen en el artículo 9 del RGPD, que revelen el origen étnico o racial, las opiniones políticas, las convicciones religiosas o filosóficas, o la afiliación sindical, y el tratamiento de datos genéticos, datos biométricos dirigidos a identificar de manera unívoca a una persona física, datos relativos a la salud o datos relativos a la vida sexual o la orientación sexual de una persona física.]*

# **ALINEAMIENTO CON LOS PRINCIPIOS ESTABLECIDOS EN EL RGPD**

*[En este apartado deberá acreditarse la forma en que se realizará el alineamiento con los 6 principios establecidos en el Capítulo II del RGPD:*

1. *Licitud, lealtad y transparencia.*
2. *Limitación de la finalidad (especificación del propósito).*
3. *Minimización de datos.*
4. *Exactitud.*
5. *Limitación del plazo de conservación.*
6. *Integridad y confidencialidad.]*

# **MODELO DE RESPONSABILIDAD Y CUMPLIMIENTO**

*[En este apartado deberá acreditarse el respeto al modelo de responsabilidad y cumplimiento establecido basado en la responsabilidad proactiva (“accountability”), y cuyos elementos rectores, según el Capítulo IV del RGPD, son:*

* *La identificación de una responsabilidad en el tratamiento.*
* *El análisis del riesgo para los derechos y libertades.*
* *El estudio de la necesidad y la proporcionalidad de las operaciones de tratamiento con respecto a su finalidad.*
* *El despliegue de medidas para la gestión del riesgo, medidas de privacidad por defecto y desde diseño, medidas de seguridad, de gestión de incidentes, etc.]*

# **NIVEL DE RIESGO DE UN TRATAMIENTO**

*[En este apartado deberá realizarse la evaluación del nivel de riesgo de un tratamiento, según se especifica en el artículo 35.3 del RGPD. En particular, para los que se consideran tratamientos de alto riesgo:*

* *Técnicas de manipulación subliminal.*
* *Falsificación de personas o hechos (Deep-fakes).*
* *Puntuación o clasificación social (Social scoring).*
* *Identificación biométrica.*
* *Reconocimiento emocional.]*